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OC240620 

25 June 2024 

Tēnā koe 

I refer to your email dated 6 June 2024, requesting the following information under the 
Official Information Act 1982 (the Act): 

“Your agency's digital (IT or ICT) strategy. 
Your agency’s technology strategy (if separate from your digital strategy). 
Your agency’s data or information strategy (if separate from your digital strategy). 
A documented report that demonstrates progress on your digital/technology/data 
strategy implementation.” 

Te Manatū Waka the Ministry of Transport (the Ministry) has an IT strategy and I am releasing 
this to you in full. Please find attached Te Rautaki Matihiko IT Strategy 2023-2038. 

Regarding the other parts of your request, I am refusing these under Section 18(e) of the Act 
- the documents requested do not exist.

The Ministry is currently developing a high-level IT roadmap (based on the IT Strategy) and 
this is planned for completion later this year. 

You have the right to seek an investigation and review of this response by the Ombudsman, 
in accordance with section 28(3) of the Act. The relevant details can be found on the 
Ombudsman’s website www.ombudsman.parliament.nz 

The Ministry publishes our Official Information Act responses and the information contained 
in our reply to you may be published on the Ministry website. Before publishing we will 
remove any personal or identifiable information. 

Nāku noa, nā 

Hilary Penman 
Manager, Accountability & Correspondence 



Te Rautaki Matihiko⎹ 
IT Strategy 

2023-2028 

19 Apr 2023 
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Executive Summary 
 
This strategy is a companion document to the strategic documents of the Ministry1. From those 
sources, this document summarises the business priorities of the Ministry, using them to describe 
the change expected over a five-to-seven-year timeframe. From these, the business capabilities 
that need to change to meet those objectives are identified, along with the IT contribution to those 
capabilities. 
 
The Ministry’s strategic documents describe significant areas of change in the coming years, with 
many of these underpinned by IT investments that implement, automate, or enhance the work of 
those responsible for those changes. These take the form of ‘new’ IT systems and services, as well 
as improvements to existing services. 
 
The analysis shows that there are significant expectations for investment in IT, and that the pace of 
change for that investment will be greater in the coming years than it has been to previously. Areas 
like collaboration and communication, within the Ministry, the sector, and the public will change 
considerably, with technology and integral part of the change. Coupled with collaboration, Ministry 
staff increasingly need to work with a broader range of stakeholders and partners, in whatever 
location the work takes place. This relies on technology that is flexible to support changing needs, 
and technology that enables different ways of working rather than being a barrier to exploring 
different ways of working. Resilience is another theme, where use of Cloud services, and 
increasing cyber security, are necessary to improve the availability of IT services to staff and the 
sector. 
 
The change described in this document will be used to develop the Strategic Plan, which describes 
the implementation steps of this strategy.  
 
 
  

 

 
1 A number of strategic/reporting documents from the Ministry were referred to in the creation of this strategy, 
including: 

• Strategic Intentions 2021-2025 

• Annual Report 2021-2022 

• Hei Arataki Strategy – 2019 

• Four Shifts – System Work Presentation – 2022 
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Business Context  
 
Te Manatū Waka, Ministry of Transport, is the Government’s lead agency for transport. The 
primary responsibilities of Te Manatū are: 
 

• Policy advice regarding transport, and transport investment advice for over $40b over next 
decade 

• Crown entity governance  

• Sector leadership and stewardship 
 
Transport plays a crucial role in New Zealanders’ lives. It provides people with access to other 
people, places, jobs, and opportunities. It will play a vital role in reducing emissions. It connects 
businesses, markets, and regions. It shapes, and is shaped by, urban form and development and 
has major impacts on people’s health. 
 
The Government has set the key objective for the Ministry of ‘A transport system that improves 
wellbeing and liveability’, which is broken into five outcomes: 
 

• Resilience and security 

• Economic prosperity 

• Inclusive access 

• Healthy and safe people 

• Environmental sustainability 
 
This decade, multiple significant shifts are needed for transport to deliver positive outcomes and to 
contribute to changes to the systems it connects with. Successful management of change is a key 
focus for the Ministry. The Ministry has identified four key shifts to deliver a low emissions, 
sustainable transport system: 
 

Shift One: Implement long term, integrated planning 
 
Shift Two: Embed the focus on enhancing access and achieving well-functioning cities 
 
Shift Three: Strengthening the role of public transport and active travel and freight 
 
Shift Four: A principles-based approach to paying for transport and its externalities 

 
For the Ministry, this sets the context for the magnitude of change needed within the Ministry to 
achieve the shifts.  
 
The immediate actions taken by the Ministry to bring about the shifts are expressed through the 
five priorities: 

1. Decarbonise the transport system 
2. Improve road safety 
3. Support liveable cities 
4. Strengthen NZs supply chains 
5. Enable emerging aviation technologies  

 
In addition, the Ministry acts as a custodian of the Transport sector, and is required to; 

• Understand, monitor and influence sector members as system steward 

• Ensure resilience of the sector as a whole 

• Model and encourage operation improvement of sector members. This includes: 
o Fostering continuous improvement, and 
o Operational resilience of the Ministry and sector agencies 
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Financial 
 
In order for the Ministry to meet its current and new requirements, significant investment in IT is 
required. It is important to note that the pace of change for that investment will continue to grow. 
Areas like collaboration and communication, within the Ministry, the sector, and the public will 
change considerably, with technology an integral part of the change.   
 
The current IT funding model is based on the previous year’s IT baseline spend, with any new 
projects or growth being funded through a shared overhead pool. In most cases all IT related costs 
come out of the IT budget directly. With the increasing investment demands there may be value in 
exploring additional funding options – including Section 9 bids and directly linking IT costs with the 
respective business units that use the services. 
 
Although the future looking figures are indicative only, the below chart below reflects the increasing 
requirement for IT investment – both as a result of new initiatives, along with the ongoing 
operational costs of the growing IT environment.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
Sources: 5-year forecast information from Digital and Data Investments (as submitted to the DIA FY22/23);  
forecast investment for FY22/23 and projected investment for FYs 27/28 and 28/29 
 
Note that the modelling assumes there is no material increase/decrease in FTE and contractor count. Baseline increases 
are made up of inflation and the ongoing cost of new initiatives after they are implemented. 
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IT Business Value and Services 
 

Business Value 
 

Business Partner 

• Understanding the business and looking for ways to do things better 

• Technology environment governance and strategy 

• Business planning advice 

• Business case development 

• Advice on new requirements/initiatives 
 

Project /Program / Change Management for IT intensive initiatives  
(contracted in as required) 

• Investigation and options assessment 

• Implementation project management 

• Change management – minimising disruption and maximising value 
 
Application Support 

• Maximising value of existing applications through improvements and training 

• Ensuring reliability (managing upgrades, new features etc) and value for money of 
existing applications 

• Supporting rollout of new applications/improvements where strong business case  
 

 

IT Services 
 
Operational services are provided by 3rd parties to ensure focus on performance to meet business 
needs. Services are managed against Service Level Agreements (SLAs), which represent the 
agreed services, quantity, quality, and cost that delivers business value. 

 
Cybersecurity 

• Cybersecurity Education and Awareness 

• Audits/Assurance 

• Incident and risk management 

• Monitoring and threat detection 

• Disaster Recovery 
 
Operational IT  

• IT Helpdesk (onsite in Wellington office; remote 24/7) 

• Technical Business application support 

• Video conference/meeting rooms (VC) support 

• IT tools (laptops, phones) 

• Connectivity (Remote access, Wellington office Wifi)  
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Architecture 
 
The Ministry requires IT delivery that supports access from anywhere at any time, and resilience 
against single points of failure. Architecturally, this requires greater use of Cloud services that was 
the case in the past, and resilience built into the physical infrastructure used to connect offices. 
 
To achieve this flexibility, and aligned to the Principles, the following architectural standards will 
apply. 
 
Cloud services for business applications.  

• To improve availability of key systems, where possible Cloud services will be used. The 
remaining services running in the legacy Revera datacentres will be migrated to Cloud 
based alternatives in 2023. 

 
Remove Single Points of Failure 

• Aside from business applications, the access control methods for the network also have 
key dependencies, with their failure meaning that systems would not be able to be 
accessed. The Active Directory (user log ins), VPN services (secure connections for remote 
users) and domain controllers will be migrated to Cloud services to increase resilience. 

 
Cloud Centric Security by Design 

• Industry and NZSIS guidance is that perimeter-based security models are transitioned to 
models of Zero Trust. This will make the Ministry more secure form cyber threats, and more 
flexible on where, how, and with whom staff can work. 

• This facilitates easier, secure integration between Ministry system, regardless of location. It 
also enables data sharing or integration between systems with external parties in a more 
secure and cost effective manner than today.  

 
Data Security and Sovereignty 

• Data security is not only a technical issue, but reliant on accurate data classification and 
data management. Improving both will ensure that security is applied appropriately to the 
right data 

• Data storage and management will also use classification data to ensure that broader 
considerations, such as data sovereignty, are applied by systems in the choices of where 
data is stored. 
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Sourcing 
 
As described earlier, IT infrastructure and security services are outsourced. The focus of the 
sourcing changes being made are to achieve the following objectives: 
 

• Manage performance in existing vendor base to get the full benefit of those agreements. 
That includes ensuring that the services expected are delivered, that they are cost effective, 
and that the proactive capabilities that the vendors are able to bring forward are also 
evident. 

• Consolidation of vendor agreements where it makes sense to improve visibility and 
management. For instance, with the purchase of CCL by Spark, ensuring common services 
and SLAs. 

• Increasing the use of the All of Government Marketplace for new agreements. This reduces 
the cost of sourcing, and also the cost of security assurance for those services. 

 
These largely apply to existing vendors and the long-term agreements already in place. 
 
Areas where new services may be sourced include: 

• Project management 

• Business Analysis 

• Training, in particular for key systems such as Office 365, OpenText and TechnologyOne. 
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People 
 
He aha te mea nui o te ao? Māku e kī atu, he tangata, he tangata, he tangata 
What is the most important thing in the world – it is people. 
 
Te Manatū Waka, despite its relatively small size, plays an important role in improving the 
wellbeing of New Zealanders – through its Transport stewardship role and leadership across a 
large number of significant transport improvement bodies of work. The complexity of the work 
required is mirrored in the number of IT systems that Te Manatū utilises to support its employees, 
contractors, stakeholders and engagement with New Zealanders. 
 
In order to maximise the benefits from Te Manatū’s investments in existing and future IT systems, 
a diverse range of IT capability is required. In most cases it is not possible for Te Manatū to 
provide the required skills through inhouse resources, for the following key reasons: 

• in general, the required skill sets are only required for short bursts 

• ongoing constraints in the talent market 

• challenges in retaining a small number of specialists (difficult to keep motivated and 
upskilled) and  

• the pace of change at the Ministry resulting in frequent re-prioritisation and new initiatives.  
 
To mitigate against these challenges, the Ministry has adopted a model of employing an IT 
business leader and contracting in expert/trusted advisors as required. Operational IT, Project and 
Cybersecurity resources are managed through outsourced partnerships, with a blend of on and off-
site resource as required. These partners provide Te Manatū with access to much larger teams 
and deeper modern/specialised skill sets than Te Manatū could ever sustain inhouse. As a result, 
Te Manatū is able to ‘punch above its weight’ and respond quickly to new requirements. 
 
Note that where it is prudent to do so – i.e. it is clear that there are business benefits and 
efficiencies to bringing a resource inhouse – then this is reviewed on a case by case basis. As an 
example, in 2022 Te Manatū developed an Applications Business Adviser role to act as ‘voice of 
the business’ to drive value from both new and existing applications.  
 
To ensure Te Manatū has access to the best people who understand both the agency’s business 
and resulting IT requirements, it is vital that the outsourced partnerships are well managed and 
strong relationships are developed and maintained with the respective partner’s Account 
Managers. 
  
Ultimately the right people, with the right skill sets and shared vision are Te Manatū’s most 
valuable resource. 
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